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What is quantum cryptography?

• Classical cryptography: 
• Information processing in the presence of an adversary.

• Quantum cryptography: 
• Information processing in the presence of an adversary where at least one 

party has quantum capabilities.





Q advantage

Q data

Post Q 
crypto

Tools



https://ramonawolf.com
/qkdtextbook/

https://www.cambridge.org/highere
ducation/books/introduction-to-
quantum-cryptography

https://arxiv.org/abs/1510.06120
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Information is physical

•bit: can be
represented by an 
electrical voltage in an 
electronic circuit.

•Obeys the laws of 
classical physics

•quantum bit (qubit): can
be represented by 
electron spin, photon 
polarization, quantum dot, 
etc.

•Obeys the laws of 
quantum physics

0 1
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In this tutorial: 

• How to use quantum information to build cool stuff
•  unforgeable money
•  perfectly secure communication
•  …and more!



Quantum States Can’t be Cloned

“Quantum no-cloning theorem”
Park (1970); Dieks & Wootters-Zurek (1982)



Can be tasted, but this leaves a mark.

Can be shared, but there is a total of 
1 item to be shared.

Cannot be copied.

Can be observed without changing it. 

Can be shared at will.

Can be copied.

Conventional Information
Quantum Information
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But first, some basics
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Qubits (“quantum states”)
A pure qubit can be in one of the basis states: 

It can also be in a superposition,

where                                   .  
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Measurements: qubits ⟶ bits 

Measuring a quantum system will not, in general, give a 
complete description of the state. 

Measurement destroys the quantum state.



Measurement destroys the quantum state.

Answer: YES!
But first, let’s see another related principle.
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Transformations

Postulate: quantum evolutions are linear 
 ⟹transformations are given by matrix multiplication.

Q: Which types of matrices are valid quantum transformations?
A:  Those that map quantum states to quantum states!

e.g.  Suppose  
         Then          is a valid quantum operation if:

Definition: A matrix is unitary if it preserves the Euclidean norm. Thus 
unitary matrices are the valid quantum transformations

Claim: A matrix        over       is unitary if and only if                          , 
where                               .
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Multi-qubit systems

Systems of qubits are combined with the tensor product:

    
    e.g.  
 

 

More generally, an n-qubit system can be in an arbitrary
superposition of 2n basis states,

Once more, unitary matrices are the valid quantum transformations.
For an n-qubit system, we have a 2n-dimensional vector, therefore the unitaries are 
matrices of size 2n × 2n.



Examples of 1-qubit unitaries

Hadamard

Identity

Not (aka Pauli-X)

Pauli-Z
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The Quantum No-cloning Theorem

“clone”
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The Quantum No-cloning Theorem
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In general, it is not possible to copy an unknown quantum state.



Unclonable Authenticity

Quantum Money
Wiesner (ca. 1969)
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Written in 1968
Published 1983
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Wiesner’s conjugate coding

 

• Can easily verify | ⟩𝑏𝑏 𝜃𝜃 if b, 𝜃𝜃 are known.
• Intuitively: without knowledge of the encoding basis, and given 

| ⟩𝑏𝑏 𝜃𝜃, no third party can create two quantum states that both 
pass this verification with high probability. 

Pick basis 𝜃𝜃 ∈  {0,1} . 
Pick bit 𝑏𝑏 ∈ {0,1}. 
let 𝑏𝑏 𝜃𝜃 = 𝐻𝐻𝜃𝜃 𝑏𝑏  

 

 

Given a single copy of | ⟩𝑏𝑏 𝜃𝜃 for uniform b, 𝜃𝜃:

𝜽𝜽 𝒃𝒃 𝒃𝒃 𝜽𝜽

0 0 0
0 1 1
1 0 +
1 1 −
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©AAAS (1992)

For bit-strings 𝜃𝜃 = 𝜃𝜃1𝜃𝜃2 … 𝜃𝜃𝑛𝑛 , 𝑏𝑏 = 𝑏𝑏1𝑏𝑏2 … 𝑏𝑏𝑛𝑛, define
  | ⟩𝑏𝑏 𝜃𝜃= | ⟩𝑏𝑏1 𝜃𝜃1 ⊗ | ⟩𝑏𝑏2 𝜃𝜃2 …  ⊗ | ⟩𝑏𝑏𝑛𝑛 𝜃𝜃𝑛𝑛

A quantum banknote is | ⟩𝑏𝑏 𝜃𝜃 for random 𝑏𝑏, 𝜃𝜃 ∈ {0,1}𝑛𝑛 :
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Wiesner’s security argument



Security of Wiesner’s quantum money

“attack”
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How does the difficulty of cloning quantum 
money scale with the number of qubits, 𝑛𝑛? 

For a single qubit, one possible attack is to guess a basis 𝜃𝜃 uniformly, measure in 𝜃𝜃, and 
re-send two identical qubits encoded in 𝜃𝜃 that correspond to this measurement outcome. 

What is the success prob. of this attack?

verify

verify

• If the basis is correct (prob= ½), the attack succeeds with prob. 1. 
• If the basis is incorrect, the attack success with prob. 1/4 since the 

attack prepares qubits in the complementary basis, and the 
probability that both verifiers accept is ½*½ = ¼.

Success prob. of attack = ½ + ½*¼ = 5/8.
Can actually achieve ¾ (and this is optimal).

A) 1
B) 1 /2
C) 5/8



Security of Wiesner’s quantum money

“attack”
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How does the difficulty of 
cloning quantum money scale 
with the number of qubits, 𝑛𝑛? 

Answer:

verify

verify
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Quantum Money “revival”

• Noise-tolerant (‘feasible with current technology’) quantum money
• Pastawski, Yao, Jiang, Lukin, Cirac (2012)

• Quantum Money with classical verification
• Gavinsky (2012)

• Public-key quantum money (can be verified by any user) 
• Farhi, Gosset, Hassidim, Lutomirski, and Shor (2012) 
• Aaronson and Christiano (2012)
• Zhandry (2019) 
• Schmueli (2022)



Unclonable Information



Charles 
Bennett
Physicist
IBM, USA

Gilles 
Brassard
Computer 
Scientist
Université 
de Montréal, 
Canada

1979
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Ultimate goal: 
Information-theoretic security

AES ?
 

RSA ?
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The One-time Pad Encryption Scheme

Since the ciphertext is uniformly random (as long as k is 
random, unknown and used only once), the plaintext is 
perfectly concealed.

Plaintext

Key

Ciphertext



The Washington-Moscow Hot Line 
(est.1963)
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Conjugate coding to the rescue! 

“BB84 quantum key distribution”



BB84 QKD 

• Version 1
• A very high-level

















Quantum Key Distribution

Eavesdropping Errors Detection

• Use quantum channel to send a random key
• If no eavesdropping detected, use the 

established key in the one-time pad scheme.

47



BB84 QKD 

• Version 2
• A high-level
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• QKD Assumes authenticated classical 
communication
– Information-theoretic authentication can 

be achieved with a short initial shared 
secret (Wegman-Carter authentication)

– Thus, QKD is more accurately described 
as a key expansion protocol. 

• From a sifted key to a private key (in a nutshell)
– Publicly compare half of the sifted bits to obtain an estimate of the 

error rate. Abort if the error rate is too high (specific rate depends 
on parameter choice; approx. 11% is the theoretical maximum)

– Information Reconciliation (aka Error Correction): corrects the 
remaining strings so that they agree in all positions with high 
probability. 

• Can be done via a series of parity checks, or more generally, using error 
correcting codes. 

– Privacy amplification: Eve has some information about the key 
(from eavesdropping and Information Reconciliation).

• Alice and Bob apply a random hash function {𝟎𝟎, 𝟏𝟏}𝒏𝒏 → {𝟎𝟎, 𝟏𝟏}𝒍𝒍 (𝒍𝒍 < 𝒏𝒏)  



• Security of QKD is often informally attributed 
to the no-cloning theorem.

• Actual proofs (which appeared 15 years later 
or more) use much more sophisticated 
techniques
– Quantum error correcting codes
– De Finetti reductions
– Entropic uncertainty relations
– Sampling 

Security of BB84 Quantum Key 
distribution?
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• 1989: First Experimental demonstration
• 1998-2000: First proofs of security for QKD
• 2004: First bank transfer using QKD 
• 2008: First network secured with QKD 

(200km, 6 nodes)
• 2016: First quantum satellite for space-to-

ground quantum communication.
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QKD Firsts

QKD Commercial Products



Practicality of BB84 Quantum Key
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• Alice only needs to prepare & send single qubits. 
• Bob only needs to measure single qubits in a 

random basis
• Error correction is integrated into the protocol so 

that under a small amount of noise:
– The protocol does not abort
– The noise is corrected and the final keys agree. 

Noise-tolerant, single-qubit prepare-and-measure



Recent Direction in QKD

• Device-independent and one-sided device-
independent QKD
– See Qcrypt 2019 Tutorial by Rotem Arnon 

Friedman (https://youtu.be/5KsW0d9JeqQ) 

• Continuous-Variable QKD
• Finite-size effects in QKD
• Side-channel attacks 
• ….



Certified Deletion



Bob decides
• return the closed safe before the 

combination is revealed as a proof that 
message was not read

XOR 
• Keep the safe and when the combination 

is available, open & read the contents

A “physical” type of encryption:

Can we achieve this in a digital world?

Alice inserts a message 
into a safe, closes it and 
sends it to Bob. 

Certified Deletion

Broadbent, Islam (2020)



Can we achieve this in a digital world?
No! 
Proof by contradiction… 

Bob can :
• Convince Alice that he did not read the message(use copy #1)
AND

• Using combination, open & read the content (use copy #2)
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Certified Deletion
    -application

1. Alice can use Certified Deletion to store her will with a lawyer. 
• When she wants to update to a new will, the lawyer first proves deletion.

Alice’s
Last Will and Testament



Quantum mechanics enables the best of the 
physical and digital worlds: 

• Encoding (encrypting) a classical message 
into a quantum state

• Bob can prove that he deleted the message 
by sending Alice a classical string

Quantum Encryption with 
Certified Deletion
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𝜽𝜽 0 1 0 1

𝑟𝑟 0 1 1 0

𝑟𝑟 𝜃𝜃 0 − 1 +
𝑟𝑟𝑐𝑐𝑐𝑐𝑐𝑐𝑐𝑐 0 1

𝑟𝑟𝑑𝑑𝑑𝑑𝑑𝑑𝑑𝑑 1 0

Basic prepare-and-measure certified deletion scheme by example:

𝜃𝜃 random

𝑟𝑟𝑐𝑐𝑐𝑐𝑐𝑐𝑐𝑐: substring of 𝑟𝑟 where 𝜃𝜃 = 0

 

𝑟𝑟 random 

𝑟𝑟𝑑𝑑𝑑𝑑𝑑𝑑𝑑𝑑: substring of 𝑟𝑟 where 𝜃𝜃 = 1

 

Wiesner encoding

• To encrypt 𝑚𝑚 ∈ 0,1 2, send 𝑟𝑟 𝜃𝜃 ,𝑚𝑚⊕ 𝑟𝑟𝑐𝑐𝑐𝑐𝑐𝑐𝑐𝑐

• To delete the message, measure all qubits in diagonal basis to get 𝑦𝑦 =∗ 1 ∗ 0 .
• To verify the deletion, check that the 𝜃𝜃 = 1 positions of 𝑑𝑑 equal 𝑟𝑟𝑑𝑑𝑑𝑑𝑑𝑑𝑑𝑑.

• To decrypt using key 𝜃𝜃, measure qubits in position where 𝜃𝜃 = 0, to get 𝑟𝑟𝑐𝑐𝑐𝑐𝑐𝑐𝑐𝑐, 
then use  𝑚𝑚⊕ 𝑟𝑟𝑐𝑐𝑐𝑐𝑐𝑐𝑐𝑐 to compute 𝑚𝑚.

 



Proof intuition

As the probability of predicting 𝑟𝑟𝑑𝑑𝑑𝑑𝑑𝑑𝑑𝑑 increases 
(i.e. adversary produces convincing “proof of 
deletion”) 

The probability of guessing 𝑟𝑟𝑐𝑐𝑐𝑐𝑐𝑐𝑐𝑐 decreases 
(i.e. adversary is unable to decrypt, even given 
the key) 7

𝜽𝜽 0 1 0 1

𝑟𝑟 0 1 1 0

𝑟𝑟 𝜃𝜃 0 − 1 +
𝑟𝑟𝑐𝑐𝑐𝑐𝑐𝑐𝑐𝑐 0 1

𝑟𝑟𝑑𝑑𝑑𝑑𝑑𝑑𝑑𝑑 1 0

𝐻𝐻 𝑋𝑋 + 𝐻𝐻 𝑍𝑍 ≥ log
1
𝑐𝑐  

Maassen & Uffink, 1988



Certified Deletion Security Game 

𝑚𝑚𝑚𝑚𝑚𝑚 ∈ {0,1}𝑛𝑛

Key θ, 𝑟𝑟
𝑏𝑏 ∈𝑅𝑅  {0,1}

𝑏𝑏 = 0:𝑚𝑚 =  0𝑛𝑛 
𝑏𝑏 = 1:𝑚𝑚 = 𝑚𝑚𝑚𝑚𝑚𝑚 

𝑦𝑦

Accept ⇔ 𝑦𝑦 is 
consistent with 𝑟𝑟𝑑𝑑𝑑𝑑𝑑𝑑𝑑𝑑 
(looking only at 
positions where 𝜃𝜃 = 1) 

𝑏𝑏𝑏
𝜃𝜃

win ⇔ 𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴𝐴 𝐴𝐴𝐴𝐴𝐴𝐴 (𝑏𝑏′ = 𝑏𝑏)

𝑚𝑚𝑚𝑚𝑚𝑚𝑚𝑚𝑚𝑚𝑚𝑚 𝑚𝑚𝑚𝑚𝑚𝑚𝑚𝑚𝑚𝑚𝑚𝑚

| ⟩𝑟𝑟 𝜃𝜃 , 𝑚𝑚⊕ 𝑟𝑟𝑐𝑐𝑐𝑐𝑐𝑐𝑐𝑐

Certified Deletion: 
 𝑃𝑃 𝑤𝑤𝑤𝑤𝑤𝑤  ≤ 1

2
+ 𝑛𝑛𝑛𝑛𝑛𝑛𝑛𝑛(𝜆𝜆).

{
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1. Consider Entanglement-based game 

2. Use Entropic uncertainty relation (Tomamichel & Renner 2011):
𝑋𝑋: outcome if Alice measures n qubits in computational basis
𝑍𝑍: outcome if Alice measures n qubits in diagonal basis
𝑍𝑍′:outcome of Bob who measures n qubits in diagonal basis

𝐻𝐻𝑚𝑚𝑚𝑚𝑚𝑚𝜖𝜖 𝑋𝑋 𝐸𝐸 +  𝐻𝐻𝑚𝑚𝑚𝑚𝑚𝑚𝜖𝜖 𝑍𝑍 𝑍𝑍′ ≥ 𝑛𝑛,

𝐻𝐻𝑚𝑚𝑚𝑚𝑚𝑚𝜖𝜖 𝑋𝑋 𝐸𝐸  : average prob. that Eve guesses 𝑋𝑋 correctly
𝐻𝐻𝑚𝑚𝑚𝑚𝑚𝑚𝜖𝜖 𝑍𝑍 𝑍𝑍′ : # of bits that are required to reconstruct 𝑍𝑍 from 𝑍𝑍′.

By giving an upper bound on the max-entropy, we obtain a lower 
bound on the min-entropy. 

Refinements of the basic protocol:
-reduce and make uniform E’s advantage: Use privacy amplification (2-universal hash 
function) to make 𝑟𝑟𝑐𝑐𝑐𝑐𝑐𝑐𝑐𝑐 exponentially close to uniform from E’s point of view:
  𝑃𝑃 𝑤𝑤𝑤𝑤𝑤𝑤  ≤ 1

2
+ 𝑛𝑛𝑛𝑛𝑛𝑛𝑛𝑛(𝜆𝜆).

-noise tolerance: Accept 𝑦𝑦 if less than 𝑘𝑘𝑘𝑘 bits are wrong; use error correction.

Proof Outline

Kundu, Tan (2020) : Composably secure device-independent encryption with certified deletion



10

When encryption is classical:

Classical ciphertexts can be copied, hence it is 
always possible for the adversary and the 
honest party to perfectly decrypt, given 𝑘𝑘.

2. Unclonable Encryption

Gottesman (2002)
Broadbent, Lord (2020)
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Uncloneable Encryption Security Game

Optimal Security:

Conjugate-encoding based scheme (in the Quantum Random Oracle Model (QROM):
[Broadbent, Lord 2020] 

Figure of merit is how well two adversaries can predict m (different from quantum cloning)

 Bound could be tightened, but not below 9/8.
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Uncloneable Encryption
    -application

1. Alice uses uncloneable encryption and distributes an encrypted movie 
ahead of the movie release date.

2. The day of release, she reveals the key. 
3. Thanks to uncloneable encryption, she is sure that at most one recipient* can 

decrypt the movie. 

*assuming no communication after key reveal
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To encrypt 𝑚𝑚 ∈ {0,1}𝑛𝑛 ,
Prepare | ⟩𝑏𝑏 ⊕𝑚𝑚 𝜃𝜃 for random
 𝑏𝑏,𝜃𝜃 ∈ {0,1}𝑛𝑛

Measure received
 qubits in basis 𝜃𝜃;

Let the result be 𝑦𝑦. 

Output 𝑦𝑦 ⊕ 𝑏𝑏 = 𝑚𝑚

Uncloneable Encryption Basic Protocol

𝜃𝜃, 𝑏𝑏

| ⟩𝑏𝑏 ⊕𝑚𝑚 𝜃𝜃 
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To encrypt 𝑚𝑚 ∈ {0,1}𝑛𝑛 ,
Prepare | ⟩𝑏𝑏 𝜃𝜃 for random
 𝑏𝑏,𝜃𝜃 ∈ {0,1}𝑛𝑛

| ⟩𝑏𝑏 𝜃𝜃 , 𝑚𝑚⊕𝑏𝑏

   

Uncloneable Encryption Scheme + Security

How well can Bob 
and Charlie 
simultaneously 
guess m? 
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How well can Bob and 
Charlie simultaneously 
guess b?

𝜃𝜃

𝜃𝜃

𝜌𝜌𝐴𝐴𝐴𝐴𝐴𝐴
A B C

Measures qubits in a random basis 
𝜃𝜃 ∈ {0,1}𝑛𝑛 to obtain b. 

Optimal winning probability: 

Idea: amplify this using a QROM. 



Amplifying security
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To encrypt 𝑚𝑚 ∈ {0,1}𝑛𝑛 ,
Prepare | ⟩𝑏𝑏 𝜃𝜃 for random
 𝑏𝑏,𝜃𝜃 ∈ {0,1}𝜆𝜆
Let QROM be a quantum-secure random oracle
QROM: {0,1}𝜆𝜆→ {0,1}𝑛𝑛

Output:
| ⟩𝑏𝑏 𝜃𝜃 , 𝑚𝑚⊕𝑄𝑄𝑄𝑄𝑄𝑄𝑄𝑄(𝑏𝑏)

   

To decrypt: 
Measure received qubits in basis 𝜃𝜃;
Let the result be 𝑦𝑦. 

Output
 𝑄𝑄𝑄𝑄𝑄𝑄𝑄𝑄(𝑏𝑏) ⊕ 𝑚𝑚⊕𝑄𝑄𝑄𝑄𝑄𝑄𝑄𝑄(𝑏𝑏) = 𝑚𝑚

Pr 𝑚𝑚1 = 𝑚𝑚2 = 𝑚𝑚 ≤ 9 1
2𝑛𝑛

+ 𝑛𝑛𝑛𝑛𝑛𝑛𝑛𝑛 𝜆𝜆

Intuitive security argument:
Producing  𝑚𝑚 is equivalent to producing
 QROM(y), which ‘should’* require full knowledge 
of 𝑦𝑦; Bob and Charlie can simultaneously 

produce 𝑦𝑦 with probability at most 1
2

+ 1
2 2

𝜆𝜆

 
*formally proved using a novel ``simultaneous 
one-way-to-hiding’’ lemma.



Open Questions: 
• Security for uncloneable encryption without the QROM.
• Show security for a indistinguishability-based definition

• Instead of asking that Bob and Charlie simultaneously 
guess m (given the key) ask that they not both be able to 
distinguish an encryption of m from an encryption of a 
fixed message.

• Solve the “Uncloneable bit” problem:

Find a scheme where 

𝑏𝑏1

𝑏𝑏2

𝜓𝜓 = 𝐸𝐸𝐸𝐸𝐸𝐸𝑘𝑘 𝑏𝑏
𝑏𝑏 ∈𝑅𝑅  {0,1}
𝑘𝑘 ∈𝑅𝑅 0,1 𝑛𝑛

Pr 𝑏𝑏1 = 𝑏𝑏2 = 𝑏𝑏 →
1
2 𝑎𝑎𝑎𝑎 𝑛𝑛 → ∞



Delegated Quantum 
Computation



What are quantum computers good for?

• Factoring and Discrete Log (Shor’s algorithm)
• Simulating Quantum Systems
• Approximating the Jones polynomial
• Solving Pell’s equation

oUnsorted search (Grover’s algorithm) [quadratic speedup over brute-
force search]

o…?

Current world-wide effort to build a quantum computer!



Delegating Computations

 

 

  

•online data storage
•web-based email
•online income tax software

Delegating Private Computations
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Foundations of Secure Computation (1978)
Plain RSA is multiplicatively 
homomorphic:

Homomorphic Encryption

“Fully Homomorphic 
Encryption Using Ideal 
Lattices” 
by Craig Gentry (STOC 
2009)



Delegating Private Quantum Computations
Applications

Shor’s factoring algorithm:
•Server helps client crack an 
RSA public key without finding 
out the key. 

Processing quantum data
•Processing quantum money.
    

Very relevant given current 
challenges in building quantum 
computers!

Our Scenario
•Information-theoretic security
•Interactive 
•Client is almost-classical 

it.



Client’s power 

it.

Same 
technology 

used for 
quantum key 
distribution

Client only needs to: 
• Encrypt quantum data
• Decrypt quantum data
• Classical processing
• Send random qubits

• Broadbent, A. (2015). Delegating private quantum computations. Canadian 
Journal of Physics, 93(9), 941-946.



The One-time Pad Encryption Scheme

Since the ciphertext is uniformly random (as long as k is random and unknown), the 
plaintext is perfectly concealed.

Without knowledge of the key, the ciphertext always appears as the
 maximally mixed state,   .

1. The classical one-time pad 

2. The quantum one-time pad [Ambainis, Mosca, Tapp, de Wolf 2000]

Plaintext

Key

Ciphertext

Plaintext

Key

Ciphertext



At each slice of time, applying the 
decryption key would produce the same 
(unencrypted) system that we would get 

in the execution of the original circuit.

T

The protocol

To hide the computation, use a universal circuit.



Protocol for single-qubit preparation

Protocol for single-qubit measurement



Protocols for Clifford group gates 

The Clifford Group is the set of operators that 
conjugate Pauli operators into Pauli operators.



Protocol for non-Clifford group gate 
Applying the     gate on encrypted data causes 
a Clifford error in the key:  

Main Idea: the client makes the server 
“correct” this error by making him apply a 
hidden      correction.   

1. Server does the R gate

4. Client sends a classical bit

3. Server entangles the data and auxiliary qubits
6. Measurement “teleports”
 data to auxiliary wire

2.Client sends a random 
auxiliary state, containing 
a “hidden P gate”  

5. Server applies P conditioned on x. 
 Net effect: P correction if and only if a=1.    
 

7. Server sends measurement result to client; 
Client uses this to update the encryption key.



1. Start with X-teleportation 
circuit of Zhou, Leung and Chuang 
(PRA 2000):

Correctness of the R-gate protocol 

2. modify the input:

(Circuit derivation techniques inspired by 
[Childs, Leung, Nielsen, PRA 2005])

4. Since     and     commute with control, the output is: 

3. add rotations on the 
bottom wire:



Security definition

Let S’ be any deviating server.

A simulator SS’  for S’ is any general quantum circuit that agrees with S’ on the 
input and output dimensions.

We say that a protocol for delegated quantum computation is secure if for  
every S’ there exists a simulator SS’ such that the channels     and        are 
indistinguishable. 

How to formalize that “the server learns nothing from its interaction with the client”?

C S’
SS’



Indistinguishability of channels
The diamond norm is a measure of indistinguishability of  two quantum 
channels. 

Operational Definition:



Proof Outline
Main Idea: change the client’s protocol such that: 

 1. The server cannot notice the change
 2. The protocol is easily proven secure

Method: allow the client to share entanglement with the server

 1. Instead of sending encrypted qubits, client sends half-EPR pairs
 2. Instead of sending auxiliary qubits, client sends half-EPR pairs
 3. The client delays inserting her actual input until the after the
 interaction with the server is complete: the protocol is trivially 

secure!

 Inspiration: entanglement-based proof approach for QKD. 

    𝐸𝐸𝐸𝐸𝐸𝐸 =
1
2

 ( 00 + 11 )



Summary: 
We can use quantum information to build cool stuff
•  unforgeable money
•  perfectly secure communication
•  … and more! 

96Thank you! 
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